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I enhance my skills through certifications, CTFs and training platforms,
improving my technical expertise and problem-solving abilities. 

Over 300 machines compromised on TryHackMe & HackTheBox.

Since 2019, Epitech PGE
Software Engineering Expert,
(RNCP level 7, Bac +5).

2019, High School Diploma
Digital Systems, With honors,
Computer Networks specialization.

2023, Taipei Tech
Exchange student for an academic
year. Focused on cybersecurity
courses.

EDUCATION

THIBAULT THUILLIER
STUDENT IN CYBERSECURITY

PROFESSIONAL EXPERIENCES

Developer from April to August 2023 : UNIVOICE, fully remote
Designed a new interface using Vue.js, enabling external translators to
register, collaborate and contribute on internal projects.

Driven by my passion for cybersecurity and eager to expand my international
experience, I bring a background in development, devops and cybersecurity
for a 6-month end-of-studies internship starting in April 2025.

Support Technician in March 2017 : TOTAL, Donges Refinery
Information Technology and Networks Department.

Telecom Technician in March 2018 : VIVACTION, Suresnes
Technical Support Department at the Telecom Operator.

Developer from July to December 2020 : LEXISTEMS, fully remote
Learned Cython and initiated an app development in React Native.

PRACTICAL CYBERSECURITY

DevOps from September to February 2025 : STEAMULO, Paris
Migrated CI/CD Pipelines of several projects from Jenkins to Gitlab CI.
Improved monitoring systems using Grafana and Prometheus.

TECHNICAL SKILLS

Development & Scripting :
Bash, C, Python, TS.

DevOps & Deployment :
Docker, Ansible, Jenkins, Gitlab CI, AWS, GCP, Nginx.

CERTIFICATIONS

CNIL GDPR Workshop, December 2023
GDPR fundamentals, Data protection compliance, Privacy good practices.

ISC2 CC Cybersecurity, May, 2024
Security Principles, Network Security, Access Controls Concepts.

CompTIA Security+, January 2025
Security Architecture, Risk Management, Vulnerabilities & Mitigations.

OffSec OSCP, objective for the 1st semester of 2025
Preparing for OSCP to develop advanced offensive security skills.

PROJECTS

Servers Monitoring
Monitor VPS using Prometheus &
Grafana Suite, tracking hardware,
logs, and IP location on requests.

LANGUAGES

French, native

English, advanced

Observability :
Grafana, Loki, Prometheus.

KEEPING AN EYE ON 

CISCO Ethical Hacker, May, 2024
Pentesting Tools, Vulnerability Assessment, Networking.

SOFT SKILLS

Conscientious

Open-minded

Collaborative

Operating System :
Linux, Windows.

Others :
Git, Exegol.

Honeypot
Deployed a SSH honeypot to
analyze malicious traffic activity
and bot behavior.

New CVEs

CNCF Projects

Trending GitHub Projects

https://chep0x61.com/
https://www.linkedin.com/in/thibault-thuillier/
https://github.com/Chep0x61

